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UCHECHI LOUD SENTENCED IN U.S. DISTRICT COURT

Bill Mercer, United States Attorney for the District of Montana, announced today that during a federal court session in Missoula, on September 10, 2004, before Chief U.S. District Judge Donald W. Molloy, UCHECHI LOUD, a 37-year-old resident of Portland, Oregon, appeared for sentencing.  LOUD was sentenced to a term of: 

! 


Prison: 1 year and 1 day

! 


Special Assessment: $100

! 


Supervised Release: 3 years

! 


Restitution: $3,400


LOUD was sentenced in connection with her guilty plea to conspiracy to possess counterfeit security.  On February 16, 2004 the Missoula Police Department responded to a local business to investigate the passing of a suspected counterfeit Thomas Cook, Inc. travelers check.  Missoula police interviewed three employees who stated two females had entered the store and purchased low-cost items with counterfeit $100 denomination Thomas Cook checks.  One employee refused to accept the check tendered by one of the females because it was a photocopy and had no watermarks or raised printing.  Another store employee followed the two females out of the store and identified their vehicle.  Additional investigation by the Missoula police revealed two individuals matching the two females descriptions passed counterfeit checks at two other businesses.


Early on the morning of February 17, 2004, the suspect vehicle was located by a Missoula Police Department officer near Ruby’s Inn.  Evidence of recent purchases from the same businesses who had reported the counterfeit checks was in plain view in the vehicle.  After watching the vehicle, the officer observed a female enter the vehicle and drive off.  The police officer made a vehicle stop and  arrested her. The vehicle was seized and secured for future search.  


The officer determined the female was staying at Ruby’s Inn.  Three officers then proceeded to the room and spoke with an individual later identified as UCHECHI LOUD, who allowed them in.  The other female was in the room and officers placed her under arrest.  LOUD provided officers with a counterfeit Arizona driver’s license and was subsequently arrested as well.   Officers observed purchases from the businesses who had reported counterfeit checks in plain view in the hotel room.  The room was secured for future search.


On February 17, 2004, a Missoula Detective contacted the manager of Travelers Checks Investigations for Thomas Cooke, Inc.  He verified the checks paid by one of the females at the Missoula businesses were counterfeit. 


On February 20, 2004, the vehicle seized near Ruby’s Inn and the hotel room were searched pursuant to a federal search warrant.  Numerous items, including genuine U.S. currency, gift cards, and newly purchased items from local stores were recovered.  Additional investigation revealed the items had been purchased with counterfeit Thomas Cook, Inc. travelers checks.  Mail and other personal documents bearing identification numbers for Francis Zable and her deceased husband Marvin Zable were also recovered from LOUD’s vehicle.  Further investigation revealed these and other items were stolen from the vehicle of Zable’s daughter on January 31, 2004 in Portland, Oregon.  


Assistant U.S. Attorney Kris McLean prosecuted the case for the United States.


Because there is no parole in the federal court system, the “truth in sentencing” guidelines mandate that LOUD will likely serve all of the time imposed by the court.  In the federal system, LOUD does have the opportunity to earn a sentence reduction for “good behavior.”  However, this reduction will not exceed 15% of the overall sentence.


The investigation was conducted by the United States Secret Service.
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